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1.1 Description of CVE 

Applications that use UriComponentsBuilder to parse an externally provided URL (e.g. through 

a query parameter) AND perform validation checks on the host of the parsed URL may be 

vulnerable to an open redirect attack or to a SSRF attack if the URL is used after passing vali-

dation checks. 

 

https://spring.io/security/cve-2024-22243 

 

1.2 Affected Versions  

All versions from tts performance suite are affected by this CVE.  

 

1.3 Resolution 

The vulnerable library has been updated in all supported versions of the ttsps performance 

suite.  

 

tts strongly recommends to update to the newest ttsps version to mitigate this CVE. 

 

https://spring.io/security/cve-2024-22243

